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north of the VORTAC and within 2.2 miles
each side of the Garden City VORTAC 171°
radial extending from the 4.3-mile radius of
the Garden City Regional Airport to 5 miles
south of the VORTAC. This Class E airspace
area is effective during the specific dates and
times established in advance by a Notice to
Airmen. The effective date and time will
thereafter be continuously published in the
Airport/Facility Director.

* * * * *
Issued in Kansas City, MO, on October 6,

2000.
Richard L. Day,
Acting Manager, Air Traffic Division, Central
Region.
[FR Doc. 00–26953 Filed 10–24–00; 8:45 am]
BILLING CODE 4910–13–M

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration

14 CFR Part 71

[Airspace Docket No. 00–AAL–6]

Revision of Class E Airspace;
Wainwright, AK

AGENCY: Federal Aviation
Administration (FAA), DOT.
ACTION: Final rule.

SUMMARY: This action revises Class E
airspace at Wainwright, AK. The
revision of instrument approach
procedures to runway (RWY) 4 and
RWY 22 at Wainwright Airport,
Wainwright, AK, made this action
necessary. This rule provides adequate
controlled airspace for aircraft flying
IFR procedures at Wainwright, AK.
EFFECTIVE DATE: 0901 UTC, January 25,
2001.
FOR FURTHER INFORMATION CONTACT: Bob
Durand, Operations Branch, Federal
Aviation Administration, 222 West 7th
Avenue, Box 14, Anchorage, AK 99513–
7587; telephone number (907) 271–
5898; fax: (907) 271–2850; email:
Bob.Durand@faa.gov. Internet address:
http://www.alaska.faa.gov/at.
SUPPLEMENTARY INFORMATION:

History
On July 5, 2000, a proposal to amend

part 71 of the Federal Aviation
Regulations (14 CFR part 71) to revise
the Class E airspace at Wainwright, AK,
was published in the Federal Register
(65 FR 41387). The proposal was
necessary due to revisions to the
instrument approaches to runway
(RWY) 04 and RWY 22 at Wainwright
Airport, Wainwright, AK.

Interested parties were invited to
participate in this rulemaking
proceeding by submitting written

comments on the proposal to the FAA.
No public comments to the proposal
were received, thus, the rule is adopted
as written.

The area will be depicted on
aeronautical charts for pilot reference.
The coordinates for this airspace docket
are based on North American Datum 83.
The Class E airspace areas extending
upward from 700 feet or more above the
surface of the earth are published in
paragraph 6005 of FAA Order 7400.9H,
Airspace Designations and Reporting
Points, dated September 1, 2000, and
effective September 16, 2000, which is
incorporated by reference in 14 CFR
71.1. The Class E airspace designations
listed in this document will be revised
and published subsequently in the
Order.

The Rule

This amendment to 14 CFR part 71
revises the Class E airspace at
Wainwright, AK, through the revisions
of instrument approaches to the
Wainwright Airport, Wainwright, AK.
The area will be depicted on
aeronautical charts for pilot reference.
The intended effect of this rule is to
provide adequate controlled airspace for
IFR operations at Wainwright Airport,
Wainwright, AK.

The FAA has determined that these
regulations only involve an established
body of technical regulations for which
frequent and routine amendments are
necessary to keep them operationally
current. It, therefore—(1) is not a
‘‘significant regulatory action’’ under
Executive Order 12866; (2) is not a
‘‘significant rule’’ under DOT
Regulatory Policies and Procedures (44
FR 11034; February 26, 1979); and (3)
does not warrant preparation of a
regulatory evaluation as the anticipated
impact is so minimal. Since this is a
routine matter that will only affect air
traffic procedures and air navigation, it
is certified that this rule will not have
a significant economic impact on a
substantial number of small entities
under the criteria of the Regulatory
Flexibility Act.

List of Subjects in 14 CFR Part 71

Airspace, Incorporation by reference,
Navigation (air).

Adoption of the Amendment

In consideration of the foregoing, the
Federal Aviation Administration
amends 14 CFR part 71 as follows:

PART 71—DESIGNATION OF CLASS A,
CLASS B, CLASS C, CLASS D, AND
CLASS E AIRSPACE AREAS;
AIRWAYS; ROUTES; AND REPORTING
POINTS

1. The authority citation for 14 CFR
part 71 continues to read as follows:

Authority: 49 U.S.C. 106(g), 40103, 40113,
40120; E.O. 10854, 24 FR 9565, 3 CFR, 1959–
1963 Comp., p. 389.

§ 71.1 [Amended]

2. The incorporation by reference in
14 CFR 71.1 of Federal Aviation
Administration Order 7400.9H,
Airspace Designations and Reporting
Points, dated September 1, 2000, and
effective September 16, 2000, is
amended as follows:

Paragraph 6005 Class E airspace areas
extending upward from 700 feet or more
above the surface of the earth

* * * * *

AAL AK E5 Wainwright, AK [Revised]

Wainwright Airport, AK
(Lat. 70° 38′ 17″ N., long. 159° 59′ 41″ W.)

That airspace extending upward from 700
feet above the surface within a 8.5 mile
radius of the Wainwright Airport; and that
airspace extending upward from 1,200 feet
above the surface from lat. 70°54′00″ N long.
159°00′00″ W, to lat. 70°38′00″ N long.
161°00′00″ W, to lat. 70°20′00″ N long.
161°00′00″ W, to lat. 70°30′00″ N long.
159°30′00″ W, to lat. 70°40′00″ N long.
159°00′00″ W, to the point of beginning.

* * * * *
Issued in Anchorage, AK, on October 6,

2000.
Joseph F. Woodford,
Acting Manager, Air Traffic Division, Alaskan
Region.
[FR Doc. 00–26820 Filed 10–24–00; 8:45 am]
BILLING CODE 4910–13–P

DEPARTMENT OF DEFENSE

Defense Contract Audit Agency

32 CFR Part 317

[DCAA Reg. 5410.10]

Privacy Act; Implementation

AGENCY: Defense Contract audit Agency,
DOD.
ACTION: Final rule.

SUMMARY: The Defense Contract Audit
Agency is revising its privacy Act
program to provide implementation
policies and procedures.
EFFECTIVE DATE: October 6, 2000.
FOR FURTHER INFORMATION CONTACT: Mr.
Dave Henshall at (703) 767–1005.
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1 Copies may be obtained from http://
www.deskbook.osd.mil.

2 Copies may be obtained from http://
web7.whs.osd.mil.

3 Copies may be obtained from http://
www.deskbook.osd.mil.

SUPPLEMENTARY INFORMATION: The
proposed rule was previously published
on August 7, 2000, at 65 FR 48202. No
comments were received, therefore, the
rule is being adopted as final.

Executive Order 12866. It has been
determined that this Privacy Act rule for
the Department of Defense does not
constitute significant regulatory action.
Analysis of the rule indicates that it
does not have an annual effect on the
economy of $100 million or more; does
not create a serious inconsistency or
otherwise interfere with an action taken
or planned by another agency; does not
materially alter the budgetary impact of
entitlements, grants, user fees, or loan
programs or the rights and obligations
recipients thereof; does not raise novel
legal or policy issues arising out of legal
mandates, the President’s priorities, or
the principles set forth in Executive
order 12866.

Regulatory Flexibility Act. It has been
determined that this Privacy Act rule for
the Department of Defense does not
have significant economic impact on a
substantial number of small entities
because it is concerned only with the
administration of Privacy Act systems of
records within the Department of
Defense.

Paperwork Reduction Act. It has been
determined that this Privacy Act rule for
the Department of Defense imposes no
information requirements beyond the
Department of Defense and that the
information collected within the
Department of Defense is necessary and
consistent with 5 U.S.C. 552a, known as
the Privacy Act of 1974.

List of Subjects in 32 CFR Part 317

Privacy.
Accordingly, 32 CFR part 317 is

revised as follows:

PART 317—DCAA PRIVACY ACT
PROGRAM

Sec.
317.1 Purpose.
317.2 Applicability and scope.
317.3 Policy.
317.4 Responsibilities.
317.5 Information requirements.
317.6 Procedures.

Authority: Pub. L. 93–579, 88 Stat. 1896 (5
U.S.C. 552a).

§ 317.1 Purpose

This part provides policies and
procedures for the Defense Contract
Audit Agency’s implementation of the
Privacy Act of 1974 (DCAA Regulation
5410.10,1 as amended, (5 U.S.C. 552a);

DoD 5400.11 and DoD 5400.11–R,2
‘‘DoD Privacy Program’’ (32 CFR part
310); and is intended to promote
uniformity within DCAA.

§ 317.2 Applicability and scope.
(a) This part applies to all DCAA

organizational elements and takes
precedence over all regional regulatory
issuances that supplement the DCAA
Privacy Program.

(b) This part shall be made applicable
by contract or other legally binding
action to contractors whenever a DCAA
contract provides for the operation of a
system of records or portion of a system
of records to accomplish an Agency
function.

§ 317.3 Policy.

(a) It is DCAA policy that personnel
will comply with the DCAA Privacy
Program; the Privacy Act of 1974; and
the DoD Privacy Program (32 CFR part
310). Strict adherence is necessary to
ensure uniformity in the
implementation of the DCAA Privacy
Program and create conditions that will
foster public trust. It is also Agency
policy to safeguard personal information
contained in any system of records
maintained by DCAA organizational
elements and to make that information
available to the individual to whom it
pertains to the maximum extent
practicable.

(b) DCAA policy specifically requires
that DCAA organizational elements:

(1) Collect, maintain, use, and
disseminate personal information only
when it is relevant and necessary to
achieve a purpose required by statute or
Executive Order.

(2) Collect personal information
directly from the individuals to whom
it pertains to the greatest extent
practical.

(3) Inform individuals who are asked
to supply personal information for
inclusion in any system of records:

(i) The authority for the solicitation.
(ii) Whether furnishing the

information is mandatory or voluntary.
(iii) The intended uses of the

information.
(iv) The routine disclosures of the

information that may be made outside of
DoD.

(v) The effect on the individual of not
providing all or any part of the
requested information.

(4) Ensure that records used in
making determinations about
individuals and those containing
personal information are accurate,
relevant, timely, and complete for the

purposes for which they are being
maintained before making them
available to any recipients outside of
DoD, other than a Federal agency,
unless the disclosure is made under
DCAA Regulation 5410.8, DCAA
Freedom of Information Act Program.3

(5) Keep no record that describes how
individuals exercise their rights
guaranteed by the First Amendment to
the U.S. Constitution, unless expressly
authorized by statute or by the
individual to whom the records pertain
or is pertinent to and within the scope
of an authorized law enforcement
activity.

(6) Notify individuals whenever
records pertaining to them are made
available under compulsory legal
processes, if such process is a matter of
public record.

(7) Establish safeguards to ensure the
security of personal information and to
protect this information from threats or
hazards that might result in substantial
harm, embarrassment, inconvenience, or
unfairness to the individual.

(8) Establish rules of conduct for
DCAA personnel involved in the design,
development, operation, or maintenance
of any system of records and train them
in these rules of conduct.

(9) Assist individuals in determining
what records pertaining to them are
being collected, maintained, used, or
disseminated.

(10) Permit individual access to the
information pertaining to them
maintained in any system of records,
and to correct or amend that
information, unless an exemption for
the system has been properly
established for an important public
purpose.

(11) Provide, on request, an
accounting of all disclosures of the
information pertaining to them except
when disclosures are made:

(i) To DoD personnel in the course of
their official duties.

(ii) Under DCAA Regulation 5410.8,
DCAA Freedom of Information Act
Program.

(iii) To another agency or to an
instrumentality of any governmental
jurisdiction within or under control of
the United States conducting law
enforcement activities authorized by
law.

(12) Advise individuals on their rights
to appeal any refusal to grant access to
or amend any record pertaining to them,
and file a statement of disagreement
with the record in the event amendment
is refused.
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4 Copies may be obtained from the Defense
Contract Audit Agency, ATTN: DCAA–CMO, 8725
John J. Kingman Road, Suite 2135, Fort Belvoir, VA
22060–6219. Electronic copies of DCAA Privacy
notices may be obtained from http://
www.defenselink. mil/privacy.

§ 317.4 Responsibilities.

(a) The Assistant Director, Resources
has overall responsibility for the DCAA
Privacy Act Program and will serve as
the sole appellate authority for appeals
to decisions of respective initial denial
authorities.

(b) The Chief, Administrative
Management Division under the
direction of the Assistant Director,
Resources, shall:

(1) Establish, issue, and update
policies for the DCAA Privacy Act
Program; monitor compliance with this
part; and provide policy guidance for
the DCAA Privacy Act Program.

(2) Resolve conflicts that may arise
regarding implementation of DCAA
Privacy Act policy.

(3) Designate an Agency Privacy Act
Advisor, as a single point of contact, to
coordinate on matters concerning
Privacy Act policy.

(4) Make the initial determination to
deny an individual’s written Privacy
Act request for access to or amendment
of documents filed in Privacy Act
systems of records. This authority
cannot be delegated.

(c) The DCAA Privacy Act Advisor
under the supervision of the Chief,
Administrative Management Division
shall:

(1) Manage the DCAA Privacy Act
Program in accordance with this part
and applicable DCAA policies, as well
as DoD and Federal regulations.

(2) Provide guidelines for managing,
administering, and implementing the
DCAA Privacy Act Program.

(3) Implement and administer the
Privacy Act program at the
Headquarters.

(4) Ensure that the collection,
maintenance, use, or dissemination of
records of identifiable personal
information is in a manner that assures
that such action is for a necessary and
lawful purpose; that the information is
timely and accurate for its intended use;
and that adequate safeguards are
provided to prevent misuse of such
information.

(5) Maintain and publish DCAA
Pamphlet 5410.13, DCAA Compilation
of Privacy Act System Notices.4

(6) Prepare promptly any required
new, amended, or altered system notices
for systems of records subject to the
Privacy Act and submit them to the
Defense Privacy Office for subsequent
publication in the Federal Register.

(7) Prepare the annual Privacy Act
Report as required by DoD 5400.11–5,
DoD Privacy program.

(8) Conduct training on the Privacy
Act program for Agency personnel.

(d) Heads of Principal Staff Elements
are responsible for:

(1) Reviewing all regulations or other
policy and guidance issuances for
which they are the proponent to ensure
consistency with the provisions of this
part.

(2) Ensuring that the provisions of this
part are followed in processing requests
for records.

(3) Forwarding to the DCAA Privacy
Act Advisor, any Privacy Act requests
received directly from a member of the
public, so that the request may be
administratively controlled and
processed.

(4) Ensuring the prompt review of all
Privacy Act requests, and when
required, coordinating those requests
with other organizational elements.

(5) Providing recommendations to the
DCAA Privacy Act Advisor regarding
the releasability of DCAA records to
members of the public, along with the
responsive documents.

(6) Providing the appropriate
documents, along with a written
justification for any denial, in whole or
in part, of a request for records to the
DCAA Privacy Act Advisor. Those
portions to be excised should be
bracketed in red pencil, and the specific
exemption or exemptions cites which
provide the basis for denying the
requested records.

(e) The General Counsel is responsible
for:

(1) Ensuring uniformity is maintained
in the legal position, and the
interpretation of the Privacy Act; 32
CFR part 310; and this part.

(2) Consulting with DoD General
Counsel on final denials that are
inconsistent with decisions of other
DoD components, involve issues not
previously resolved, or raise new or
significant legal issues of potential
significance to other Government
agencies.

(3) Providing advice and assistance to
the Assistant Director, Resources;
Regional Directors; and the Regional
Privacy Act Officer, through the DCAA
Privacy Act Advisor, as required, in the
discharge of their responsibilities.

(4) Coordinating Privacy Act litigation
with the Department of Justice.

(5) Coordinating on Headquarters
denials of initial requests.

(f) Each Regional Director is
responsible for the overall management
of the Privacy Act program within their
respective regions. Under his/her
direction, the Regional Resources

Manager is responsible for the
management and staff supervision of the
program and for designating a Regional
Privacy Act Officer. Regional Directors
will, as designee of the Director, make
the initial determination to deny an
individual’s written Privacy Act request
for access to or amendment of
documents filed in Privacy Act systems
of records. This authority cannot be
delegated.

(g) Regional Privacy Act Officers will:
(1) Implement and administer the

Privacy Act program throughout the
region.

(2) Ensure that the collection,
maintenance, use, or dissemination of
records of identifiable personal
information is in a DCAAR 5410.10
manner that assures that such action is
for a necessary and lawful purpose; that
the information is timely and accurate
for its intended use; and that adequate
safeguards are provided to prevent
misuse of such information.

(3) Prepare input for the annual
Privacy Act Report when requested by
the DCAA Information and Privacy
Advisor.

(4) Conduct training on the Privacy
Act program for regional and FAO
personnel.

(5) Provide recommendations to the
Regional Director through the Regional
Resources Manager regarding the
releasability of DCAA records to
members of the public.

(h) Managers, Field Audit Offices
(FAOs) will:

(1) Ensure that the provisions of this
part are followed in processing requests
for records.

(2) Forward to the Regional Privacy
Act Officer, any Privacy Act requests
received directly from a member of the
public, so that the request may be
administratively controlled and
processed.

(3) Ensure the prompt review of all
Privacy Act requests, and when
required, coordinating those requests
with other organizational elements.

(4) Provide recommendation to the
Regional Privacy Act Officer regarding
the releasability of DCAA records to
members of the public, along with the
responsive documents.

(5) Provide the appropriate
documents, along with a written
justification for any denial, in whole or
in part, of a request for records to the
Regional Privacy Act Officer. Those
portions to be excised should be
bracketed in red pencil, and the specific
exemption or exemptions cited which
provide the basis for denying the
requested records.

(i) DCAA Employees will:
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(1) Not disclose any personal
information contained in any system of
records, except as authorized by this
part.

(2) Not maintain any official files
which are retrieved by name or other
personal identifier without first
ensuring that a notice for the system has
been published in the Federal Register.

(3) Report any disclosures of personal
information from a system of records or
the maintenance of any system of
records that are not authorized by this
part to the appropriate Privacy Act
officials for their action.

§ 317.5 Information requirements.
The Report Control Symbol. Unless

otherwise directed, any report
concerning implementation of the
Privacy Program shall be assigned
Report Control Symbol DD–
DA&M(A)1379.

§ 317.6 Procedures.
Procedures for processing material in

accordance with the Privacy Act of 1974
are outlined in DoD 5400.11–R, DoD
Privacy Program (32 CFR part 310).

Dated: October 19, 2000.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 00–27321 Filed 10–24–00; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF HEALTH AND
HUMAN SERVICES

Administration for Children and
Families

45 CFR Part 310

RIN 0970–AB73

Comprehensive Tribal Child Support
Enforcement Programs

AGENCY: Office of Child Support
Enforcement, Administration for
Children and Families, Department of
Health and Human Services.
ACTION: Interim final rule; open
consultations.

SUMMARY: Notice is hereby given for the
dates, locations and hotel sites for the
final two Tribal consultations on the
interim final rule for funding of
comprehensive Tribal child support
enforcement (CSE) programs that are
currently operating. An interim final
rule that will implement direct child
support enforcement program funding
to Federally recognized Indian tribes
and tribal organizations was published
in the Federal Register on August 21,
2000 (65 FR 50786). In the interest of

providing Tribes and Tribal
organizations and the public adequate
time to review and comment on the
interim final rule, we modified the
standard 60-day comment period by
extending it to 120 days. The Federal
Office of Child Support Enforcement is
sponsoring a total of four consultations
with federally recognized Indian Tribes,
the general public, and Tribal
organizations during the 120-day notice
and comment period to receive public
comment on the interim final rule. The
notice for the first two consultations
was published September 13, 2000 in
the Federal Register (65 FR 55261). The
initial consultation was held October 3–
5, 2000 in Minneapolis, Minnesota and
the second consultation will be held
October 24–26, 2000 in Anchorage,
Alaska. The notification provides
specific information for the final two
consultations.
DATES: The final two consultations will
be held November 1–3, 2000 in
Washington, DC and November 28–30,
2000 in Phoenix, Arizona. The
consultations will begin promptly at 9
a.m. and end at 4:30 p.m. on the first
two days. The final half-day session will
begin promptly at 9 a.m. and end at 12
noon.
ADDRESSES: The third consultation,
November 1–3, 2000, will be held at the
Monarch Hotel, 2401 M Street, NW.,
Washington, DC 20037. The telephone
number for reservations is (202) 429–
2400. The fourth consultation,
November 28–30, 2000, will be held at
the Crowne Plaza Hotel, 100 North 1st
Street, Phoenix, Arizona 85004. The
telephone number for reservations is
(602) 333–0000. All interested parties
are invited to attend these public
consultations. Seating may be limited
and will be available on a first-come,
first-serve basis. Persons needing special
assistance, such as sign language
interpretation or other special
accommodation, should contact the
Deputy Director of the Native American
Child Support Enforcement Program,
Office of Child Support Enforcement, at
the address listed below.
FOR FURTHER INFORMATION CONTACT: Ms.
Virginia Apodaca, Deputy Director,
Native American Child Support
Enforcement Program, Office of Child
Support Enforcement, Fourth Floor East,
370 L’Enfant Promenade, SW.,
Washington, DC 20447 (telephone (202)
401–9376; fax (202) 401–5559; e-mail:
vapodaca@acf.dhhs.gov). These are not
toll-free numbers. It is expected that
there will be only four consultations.
SUPPLEMENTARY INFORMATION: A separate
notice of the proposed rulemaking open
consultations for Tribal CSE programs is

published concurrently with this
document in this Federal Register.
Please review that notice for additional
information on the consultations
including the purpose, public
participation, the agenda, and the
minutes.

Dated: October 18, 2000.
David Gray Ross,
Commissioner, Office of Child Support
Enforcement.
[FR Doc. 00–27437 Filed 10–24–00; 8:45 am]
BILLING CODE 4184–01–M

FEDERAL COMMUNICATIONS
COMMISSION

47 CFR Part 73

[DA 00–2333; MM Docket No. 98–214; RM–
9353, RM–9568]

Radio Broadcasting Services; Rantoul,
Gilman, Illinois

AGENCY: Federal Communications
Commission.
ACTION: Final rule.

SUMMARY: The Commission, at the
request of Saga Communications of
Illinois, Inc., allots Channel 277A at
Gilman, Illinois, as the community’s
first local aural transmission service.
The request of petitioner, L. Topaz
Enterprises, Inc., to allot Channel 277A
to Rantoul, Illinois, as the community’s
third local FM service, is denied. See 63
FR 68719 (December 14, 1998). Channel
277A can be allotted to Gilman in
compliance with the Commission’s
minimum distance separation
requirements, with respect to domestic
allotments, with a site restriction of 10
kilometers (6.2 miles) South, at
coordinates 40–40–59 NL and 88–01–53
WL.
DATES: Effective November 27, 2000.
FOR FURTHER INFORMATION CONTACT:
Victoria M. McCauley, Mass Media
Bureau, (202) 418–2180.
SUPPLEMENTARY INFORMATION: This is a
synopsis of the Commission’s Report
and Order, MM Docket No., adopted
October 4, 2000, and released October
13, 2000. The full text of this
Commission decision is available for
inspection and copying during normal
business hours in the FCC Reference
Center (Room 239), 445 12th Street,
SW., Washington, DC. The complete
text of this decision may also be
purchased from the Commission’s copy
contractor, International Transcription
Services, Inc., (202) 857–3800, 1231
20th Street, NW, Washington, DC 20036.
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